Cached Certificate Scenario of the CNM

This scenario is based on an automated client scenario.

The CNM-Client has his own authentication authorization through login (1.). The access rights depend on the CNM-Login of the users. The users have, dependent on the login, access to specific maps and corresponding metric data cache (1.a).  The previous step is optional from the point of view of the perfSONAR AA. CNM-Login successfully has been realized, the CNM-Client must get the certificate which is cached on the CNM server (2.).  The certificate was previously requested from eduGAIN and stored on the CNM-Server. The certificate is transfered to the CNM-Client which now can get data on -demand from different other perfSONAR authenticated-services for instance there is the TelnetSSH service (3.). The authentication (3.1) and authorization(3.2) of this perfSONAR-service must be done to the AA service. 
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