Functional Testing the LS (Update)
A.LSRegisterRequest:

1. Feeding requests that are well formatted with the required metadata and data. The LS has a stable connection with the database. The data end metadata included in the request should be visible in the eXist DB.

2. Feeding requests that are not well formatted with or without the required metadata and data. An error result code expected.
3. Feeding requests that are well formatted but not containing the required metadata and data ( i.e access Point, service Type etc).One ,two or more fields could be missing. An error result code expected.
Additional cases for all previous tests:

1. Feeding requests containing multiple metadata/data requests. 

2. Feeding requests containing chained metadata/ data elements

B.LSUpdateRequest: 
The former apply for the LSUpdateRequest as well. With the addition of:

1. Feeding  well formatted requests with the correct key.

2. Feeding well formatted requests with a non existing key.An error result code expected.
3. Feeding well formatted requests with the correct key with the initial data.

4. Feeding requests that are well formatted but not containing the required    metadata and data. One, two or more fields could be missing. An error result code expected.

Additional cases for all previous tests:

1. Feeding requests containing multiple metadata/data requests. 

      2. Feeding requests containing chained metadata/ data elements

 C.LSDeregisterRequest:
1. Feeding well formatted requests with a valid key. The result of the request should be visible in the eXist DB.
2. Feeding well formatted requests with a non existing or no key at all. This should have no result on the DB at all. An error result code expected.
3. Feeding well formatted requests with a valid key along with the initial data.
4. Feeding requests that are not well formatted, with or without a valid key.An error response code expected.
5.  Feeding requests that are well formatted but not containing the required metadata and data. One, two or more fields could be missing. An error result code expected.

D.LSKeepaliveRequest:
1. Feeding well formatted requests with a valid key. The DB should be checked to verify the results.
2. Feeding well formatted requests with a non valid or no key at all. An error response code expected.
3. Feeding requests that are not well formatted with or without a valid key.An error response code expected.
4. Feeding requests that are well formatted but not containing the required metadata and data. One, two or more fields could be missing. An error result code expected.

E.LSQueryRequest:

1. Feeding well formatted requests with a valid XQuery or XPath expression, addressing existing data and metadata stored in the DB. The response results should match the results of the same XQuery or XPath expression directly to the DB.

2. Feeding well formatted requests that contain a valid XQuery or XPath expression addressing non existing data and metadata. The result should match the result of the same expression executed directly to the DB.
3. Feeding well formatted requests that contain a non valid XQuery or XPath expression addressing existing or non existing metadata and data. An error result code expected.

4. Feeding requests that are not well formatted with valid or non valid XQuery or XPath expressions, addressing existing or non existing metadata and data. An error result code is expected.

5. Feeding a large number of requests per second, in order to check the services performance, stability and robustness.

6. Feeding a large number of requests per second that combine the previous cases.   

7. Feeding requests that are well formatted but not containing the required metadata and data. One, two or more fields could be missing. An error result code expected.

LS general test:
1. Feeding requests asking for a different kind of service( i.e MA).An error result code is expected
2. Feeding requests when the connection between the LS and the DB is not available. An error result code is expected. 
Annex : 
Detailed description of the proposed requests

A. LSRegisterRequest

Cases:
1. This case involves sending properly formatted requests with valid data. The requests will include:
1.1 Request with one pair of metadata/data

1.2 Request with multiple pairs of metadata/data
1.3 Request with chained metadata/data elements.
2. This case will use requests that are not formatted well. The requests will include:
2.1 Requests that their schema does not comply with the NMWG schema. i.e the /nmwg: interface/ element could be placed outside the /nmwg /interface/ element.(2-3 requests)  
2.2 Request that the namespace to the prefix mapping is other than “nmwg”.

2.3  Request that has additional elements, other than the ones specified from the request’s official schema.
2.4 Requests like 2.1-2.3 with one pair, multiple pairs and chained metadata/data elements
3. This case will use requests missing critical information as:

3.1 Requests not containing information about:
· /nmwg:message[@type="LSRegisterRequest"] 

· /nmwg:message[@id]  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:accessPoint  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceType  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceName 

· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceDescription 

· /nmwg:message/nmwg:data (one or many)

                  Each case will be tested.
3.2  Requests like 3.1 with one pair, multiple pairs and chained metadata/data elements

B. LSUpdateRequest
Cases:
1. This case involves feeding well formatted requests with a valid key. 

1.1 Requests that are  well formatted along with a valid key with one, multiple pairs and chained metadata/data elements.

2. This case uses well formatted requests with a non existing key.

2.1 Request  that is well formatted with a non existing key.
2.2 Request that is well formatted with no key at all.

2.3 Requests like 2.1-2.2 with one, multiple pairs an chained metadata/data elements.

3. This case involves feeding well formatted requests that contain besides the key, the initial data.

3.1 Requests that are well formatted which contain a valid key and the initial data  with one, multiple pairs and chained metadata/data elements.

4. This case will use requests missing critical information as:

4.1 Requests not containing information about:

· /nmwg:message[@type="LSRegisterRequest"] 

· /nmwg:message[@id]  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:accessPoint  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceType  
· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceName 

· /nmwg:message/nmwg:metadata/perfsonar:subject/psservice:service/psservice:serviceDescription 

· /nmwg:message/nmwg:data (one or many)

    Each case will be tested.
C. LSDeregisterRequest
Cases
1. This case requires feeding well formatted requests with a valid key
1.1 Request that is well formatted with a valid key.

2. This cases involves feeding requests that are well formatted with a non valid or no key at all

2.1 Request that is well formatted with a non existing key.

2.2 Request that is well formatted with no key at all.

3. This case uses requests that are well formatted with a valid key and the initial data.

3.1 Request that is well formatted with a valid key along with the initial data.

4. This case involves feeding not well formatted requests with or without a valid key. 

4.1 Requests like A.2.1-2.3 with a valid key.
4.2 Requests like A.21.-2.3 with a non valid key.

4.3 Requests like A.21-2.3 with no key at all.

5. This case will use requests missing critical information as:

5.1 Requests not containing information about:

· /nmwg:message[@type="LSDeregisterRequest"] 

· /nmwg:message[@id] 

· /nmwg:message/nmwg:metadata/nmwg:key/nmwg:parameters/nmwg:parameter[@name='lsKey'] (contains key to de-register) 

· /nmwg:message/nmwg:data[@metadataIdRef] (trigger)
    Each case will be tested.

D. LSKeppaliveRequest
Cases
1. This case requires feeding well formatted requests with a valid key.

1.1 Request that is well formatted with a valid key.

2. This case involves feeding well formatted requests with non valid or non key at all.

2.1 Request that is well formatted with a non valid key.

2.2 Request that is well formatted with no key at all.

3. This case involves feeding not well formatted requests with or without a valid key.

3.1 Requests like A.2.1-2.3 with a valid key.

3.2 3.2Requests like A.21.-2.3 with a non valid key.

3.3 3.3Requests like A.21-2.3 with no key at all.

4. This case will use requests missing critical information as:

4.1 Requests not containing information about:
· /nmwg:message[@type="LSKeepaliveRequest"] 

· /nmwg:message[@id]  
· /nmwg:message/nmwg:metadata/nmwg:key/nmwg:parameters/nmwg:parameter[@name='lsKey'] (contains key to keepalive) 

· /nmwg:message/nmwg:data[@metadataIdRef] (trigger) 

    Each case will be tested.
E. LSQueryRequest

Cases
1. This case involves feeding well formatted requests with a valid XQuery/XPath expression addressing existing data and metadata stored in the DB.
1.1. Requests that are well formatted with a valid XQuery/XPath expression addressing existing data and metadata.6-8 different requests with different XQuery/XPath expressions addressing existing data(The most common ones. If time is spared a library of working XQuery expressions can be created, as Jason suggested) .

2. This case requires feeding well formatted requests that contain a valid XQuery/XPath expression addressing non existing data.
2.1. Requests that are well formed containing valid XQuery/XPath expressions but addressing non existing data.3-4 different requests with different XQuery/XPath expressions.

3. This case uses well formatted requests that contain non valid XQuery/XPath expressions addressing existing or non existing metadata or data.

3.1. Requests that are well formatted that contain non valid Xquert/XPath expressions addressing existing metadata end data.(2-3 Requests)

3.2. Requests that are well formatted that contain  non valid XQuery/XPath expressions addressing non existing metadata and data.(2-3 Requests)

4. This case includes requests that  are not well formatted with valid or non valid XQuery or XPath expressions, addressing existing or non existing metadata and data 
a. Requests like A.2.1-2.3 with valid XQuey/XPath expressions addressing existing data.

b. Requests like A.2.1-2.3 with non valid XQuey/XPath expressions addressing existing data.

c. Requests like A.2.1-2.3 with valid XQuey/XPath expressions addressing non existing data.

d. Requests like A.2.1-2.3 with  non valid XQuey/XPath expressions addressing  non existing data.

6. This case involves feeding a large number of requests per second

5.1 Requests like E.1.1. The number of requests per seconds will increase                accordingly in order to see the service’s response.

7. This case includes feeding a large number of  requests  per second that are a                                                                        combination of the above cases.

7.1 Requests that include all of the above cases. The number of requests per     second will be set accordingly.

8. This case will use requests missing critical information as:

8.1 Requests not containing information about:
· /nmwg:message[@type="LSQueryRequest"] 

· /nmwg:message[@id] 

· /nmwg:message/nmwg:metadata 

· /nmwg:message/nmwg:metadata/xquery:subject 

· textual content of /nmwg:message/nmwg:metadata/xquery:subject is XPath/XQuery 

· /nmwg:message/nmwg:metadata/nmwg:eventType 

· content of /nmwg:message/nmwg:metadata/nmwg:eventType is service.lookup.xquery or service.lookup.xpath 

    Each case will be tested
F. LS general test
Cases
1. This case involves feeding requests for another kind of service

1.1 Requests that address another kind of service.(5-6 Requests asking for MA, MP services)

2. This case requires feeding requests while the LS and DB connection is down.

2.1 Requests of  all kinds (Register, De-register, Query etc) that are fed when the connection between the DB and the service is down.(8-10 requests).  
